网络安全排查整改报告

系统名称：统一门户系统

相关方：北京创联致信科技有限公司

系统管理员：刘泽民

相关方负责人：侯程

事件发现时间：2023-12-15

要求整改完成时间：2023-12-20

事件情况：根据漏洞通报排查系统是否存在apache struts2远程代码执行漏洞。

漏洞修复过程：排查项目引用的所有jar包，其中未发现Apache Struts2 2.5.0-2.5.33版本、Apache Struts2 6.0.0-6.3.0版本的jar包。

漏洞修复结果：系统不涉及此次通报的关于Apache Struts2 远程代码执行漏洞（CNNVD-202312-641、CVE-2023-50164）
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